Panorama Device Group Hierarchy

Use a device group hierarchy to configure firewalls based on function and location
without redundant rules and objects.

1. Determine the organization of firewalls in your network.
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2. Add global rules and objects to Shared. Add specific rules and objects to each device group.
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3. Nest device groups according to firewall organization.
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4. Push shared and device group rules and objects to firewalls.
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