Cortex XDR 2.0: Architecture, Analytics, and Causality Analysis (EDU-160)

The Cortex XDR 2.0: Architecture, Analytics, and Causality Analysis (EDU-160) self-paced digital learning course describes architectural fundamentals, key concepts and operation of the Cortex XDR Pro solution, and how security analysts can perform investigation and triage. The course contains 2 hours of narrated modules, demonstrations, and knowledge check questions. The course should help you to:

- Describe the function and role of Cortex XDR Pro in a cybersecurity platform
- Differentiate the architecture and components of Cortex XDR Pro
- Describe the key concepts of causality analysis and analytics
- Triage and investigate alerts and manage incidents
- Differentiate the response actions, and describe how to initiate and track them

Course Modules
1 - Architecture
2 - Causality Analysis
3 - Incident Management
4 - Analysis Actions
5 - Response Actions
6 - Managing Rules
7 - Search and Investigate

Scope
- Level: Beginner
- Duration: 2 hours
- Format: Self-paced digital learning
- Platform Support: Palo Alto Networks Cortex XDR Pro – Endpoint Protection and Network

Objectives
This course describes the role of Cortex XDR Pro 2.0 in cybersecurity and the Palo Alto Networks Security Operating System. The training provides information about the advanced detection and response capabilities of Cortex XDR Pro. The course provides information about the different approaches available to prioritize, interpret, and analyze Cortex XDR Pro security alerts.

Target Audience
Cybersecurity Analysts and Security Operations Specialists

Prerequisites
Participants must be familiar with enterprise security concepts.

This digital learning course is available at the Learning Center.

Palo Alto Networks Education
The technical curriculum developed and authorized by Palo Alto Networks and delivered by Palo Alto Networks Authorized Training Partners helps provide the knowledge and expertise that prepare you to protect our digital way of life. Our trusted certifications validate your knowledge of the Palo Alto Networks product portfolio and your ability to help prevent successful cyberattacks and safely enable applications.