Overview

The Aperture™ service is a SaaS application for the Palo Alto Networks® Security Operating Platform designed to protect your cloud-based data. It extends the visibility and granular control of the platform and provides full visibility into the day-to-day activities of sanctioned and tolerated SaaS application users and data.

Successful completion of this self-paced e-Learning will show the student how to:

- Use the Aperture web-based interface to monitor their SaaS application data
- Use the Aperture web-based interface to protect their SaaS application data

Course Objectives

The course shows how to log in to the Aperture web-based interface to configure Aperture, create and manage Aperture user accounts, and connect Aperture to sanctioned and tolerated SaaS applications. Then the course shows how to scan for, evaluate, and remediate security risks discovered in your SaaS applications. The course also shows how to use Aperture to control user access to third-party apps and how to interface with external syslog receivers and API clients.

Scope

- **Course level:** Introductory
- **Course duration:** About 2.5 hours
- **Course format:** Narrated courseware with knowledge check questions

Target Audience

Security Operations Center Personnel, System Administrators, SaaS Application Administrators, and Technical Support Engineers

Prerequisites

There are no prerequisites, but familiarity with SaaS application concepts and Palo Alto Networks® Next-Generation Firewall operation would be helpful.

This e-Learning course is available at the Learning Center.

Palo Alto Networks Education

Training from Palo Alto Networks® and a Palo Alto Networks® Authorized Training Center delivers the knowledge and expertise to prepare you to protect our way of life in the digital age. Our trusted security certifications give you the Palo Alto Networks® Security Operating Platform knowledge necessary to prevent successful cyberattacks and safely enable applications.