Expedition’s Tools

Expedition’s tools and features automate and simplify previously complex and time-consuming firewall operational tasks. Expedition uses a custom machine learning algorithm to enable a safe and phased policy transformation to utilize App-ID and User-ID to improve and maintain the security posture of your networks.

The Expedition’s Tools training is intended for learners who will migrate configurations from a supported vendor to Palo Alto Networks and who want to improve and maintain the security posture of the network.

Course Modules
1 - Product Overview
2 - Using the Tools
3 - Audit and Assess Configurations
4 - Optimize Configurations
5 - Transform Security Policies

Scope
• Level: Intermediate
• Duration: 2.5 hours
• Format: Self-paced digital learning

Objectives
This training helps learners start using Expedition’s tools to import and optimize configurations from firewalls or Panorama, audit and assess the configurations, optimize the configurations, and transform overly permissive policies to become more application-based and user-based.

Target Audience
PS Consultants, Resident Engineers, Partner Professional Services, DevOps, SecOps, Security Compliance, SOC, Customer Success Management, and Customer Success Engineers

Prerequisites
Participants should have a basic knowledge of Linux notions and should be familiar with PAN-OS® administration.

This digital learning course is available at the Learning Center.

Palo Alto Networks Education
The technical curriculum developed and authorized by Palo Alto Networks and delivered by Palo Alto Networks Authorized Training Partners helps provide the knowledge and expertise that prepare you to protect our digital way of life. Our trusted certifications validate your knowledge of Palo Alto Networks product portfolio and your ability to help prevent successful cyberattacks and safely enable applications.